**Cisco Secure Network Analytics (formerly Stealthwatch)** is a scalable visibility and security analytics solution that uses telemetry from your network infrastructure to detect and respond to threats across the dynamic network and the public cloud. [It provides comprehensive visibility, high-fidelity alerts, and behavioral modeling to safeguard your digital business1](https://www.cisco.com/c/en_hk/products/security/stealthwatch/index.html)[2](https://www.cisco.com/c/en_za/products/security/stealthwatch/index.html)[3](https://www.cisco.com/c/en/us/products/collateral/security/stealthwatch/secure-network-analytics-aag.html).

Here are **five free learning resources** to help you explore Cisco Secure Network Analytics:

1. [**Cisco Secure Network Analytics Training Center**: Access e-learning, instructor-led training, webinars, and quick reference materials to enhance your skills in threat detection and response](https://www.cisco.com/c/en_hk/products/security/stealthwatch/index.html)[4](https://www.cisco.com/c/en/us/products/security/stealthwatch/learning-services.html).
2. [**Cisco Stealthwatch Training Videos**](https://learningnetwork.cisco.com/s/archive/cisco-stealthwatch-training-videos): Join experts in live sessions covering practical applications, use cases, system demonstrations, and new release capabilities[5](https://learningnetwork.cisco.com/s/archive/cisco-stealthwatch-training-videos).
3. [**Cisco Secure Cloud Analytics (Stealthwatch Cloud) APIs**](https://developer.cisco.com/learning/modules/swc/): Learn about APIs, Postman, Python API calls, and parsing alerts for Stealthwatch Cloud[6](https://developer.cisco.com/learning/modules/swc/).

Feel free to explore these resources to deepen your understanding of Cisco Secure Network Analytics! 🚀